
GOVERNANCE, 
RISK & COMPLIANCE

SECURITY STRATEGY 
& ARCHITECTURE

Public Sector Consulting 
Information Security consultancy designed to specifically 

address the governance and regulatory needs of the public sector

The adoption of these new technology paradigms comes at a time 
Governments worldwide have had to respond to the increasingly 
difficult task of defending their sensitive information, critical 
infrastructure and reputations from the likelihood of a sustained 
and malicious security incident.  Remaining vigilant of potential 
cyber-attack (including nation-state attacks), insider threat and 
Hacktivism is the reality for our Governments.

Accordingly, a greater emphasis is required on effective security 
policy, threat and risk assessment, control selection, management 
practices, and reporting.

In Australia, we have recognised the need to place additional 
responsibility on the custodians of our Personally Identifiable 
Information (PII) through the Privacy Amendment Act. This Act 
includes a set of new, harmonised privacy principles that will 
regulate the handling of personal information by both Australian 
government agencies and businesses. 

In addition, various information security standards and guides 
have been developed for our governments. These include:

• Australian Government Information Security Manual (ISM)
• Australian Government Protective Security Policy 

Framework (PSPF)
• Australian Government Cyber Security Policy
• State Government Information Security Standards
• SCADA Security Good Practice Guides
• National E-health Security and Access Framework

Sense of Security has been selected as an endorsed supplier of 
information security and risk management services on numerous 
“Whole of Government” supply contracts. Our inclusion on 
these contracts reflects our commitment to government and 
professionalism, and our experience in providing specialist 
services to the public sector at a local, state and federal level.
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Information Security Management 
System − ISO 27001/2 Development 

Risk Management − 
ISO 31000 & 27005

Payment Card Industry Data 
Security Standard

Australian Government Security 
Standards (ISM, PSPF & NESAF)

Cloud Computing 
Security Governance

Mobility Security Governance

Secure Development Lifecycle

SECURITY STRATEGY 
& ARCHITECTURE

Information Security Architecture

Information Security Strategy 
& Roadmap

Information Security Policy 
& Procedure Development

Cyber Threat  
& Risk Assesment 

Vulnerability Management

Data Classification & Risk Treatment 

SCADA Secure Design & Review

TECHNICAL ASSESSMENT 
& ASSURANCE

Penetration Testing

Operating System Security

Application &  
Database Security

Mobile & Wireless Security

Human Factor Review
(Social Engineering)

Red Team Exercise

Secure Application Development 
Practices & Training

PLEASE CONTACT US 

PHONE National 1300 922 923
EMAIL info@senseofsecurity.com.au
WEB www.senseofsecurity.com.au

Cloud computing, online platforms and mobility solutions 
are shaping the way that the public interacts with 
government services and indeed the manner in which 
governments, at all levels, collaborate with each other.


